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GENERAL INSTRUCTIONS

Welcome to the manual for the Angelbird CFexpress card
firmware update tool for macOS. The tool is mostly
self-explanatory, so just start the app, and follow the
on-screen instructions.

This manual is for tool version 1.6.1 and later.
macOS system security requires that all drivers are first

approved by you, the user. What is needed to make this
happenis explained below.

» Click here forinstructions for macOS Sonoma
and Sequoia.

» Click here forinstructions for macOS Ventura.

» Click here forinstructions for macOS Big Sur

and Monterey.

If you need additional support please contact
angelbird.com/support

202507101244

LEGAL INFORMATION

© 2025 Angelbird Technologies GmbH
Angelbird is aregistered trademark of Angelbird
Technologies. All rights reserved.

RED®is aregistered trademark of RED Digital Cinema, Inc.

Other product names used herein are for identification
purposes only and may be trademarks of their respective
owners. Angelbird disclaims any and all rights in those
marks.

CONTACT

Angelbird Technologies GmbH
Steinebach 18

6850 Dornbirn, Austria

+43 557240725

angelbird.com


http://angelbird.com/support/helpdesk
http://www.angelbird.com

Sonoma and Sequoia instructions

The firmware tool guides you through the steps required to
check for and install firmware updates for your Angelbird
media. The supported types of media are listed on page 1.

Warning

Installing the firmware update will destroy all data on the
drive. Please ensure that you have securely backed up your
files.

THE PROCESSIS AS FOLLOWS

Ensure the card reader or SSD2GO is disconnected from
the computer.

Start the app and let it load the update driver.

Set the computer security policy to allow driver installation
(only on Macs with Apple Silicon).

Approve the update driver.

Plug in the Angelbird or RED CFexpress card reader with
the CFexpress card inside, or the SSD2GO.

Update the firmware.

1 Opentheappandclicka “Next". The app will try to
install a helper app and load the update driver.

Note:
The helper app and update driver will be automatically uninstalled
once the tool closes.

Welcome
Angelbird Firmware Update Tool

With the help of this tool, your CFexpress Type B
card gets updated to the latest firmware.

Installing the update requires an Angelbird
CFexpress Type B Card Reader.

Before proceeding, please make sure your card is
ejected and your card reader is unplugged.

o Learn Why

User Manual

Firmware Update Tool

We are loading the update driver.
This may take a few seconds.

User Manual




2 The entire process requires authentication several
times. Enter your computer user name and password
when, and if, prompted.

System Extension Blocked
A program tried to load new system

extension(s) signed by “Angelbird
Technologies GmbH®, but your security

g settings do not allow system extensions.
To enable them, open Privacy & Security
System Settings.

CFexpress Card Firmware Update
e
- Do

CFexpress Card Firmware Update Tool is
trying to install a new helper tool.

Enter your password to allow this.

)
- 4 This stepis only needed for Macs with Apple Silicon.

For the app to work, itis required that your system
allows the installation of system extensions.

For more details, see the Apple support page: click here

4.1 Inthe security preferences, click the unlockicon,

3 Ifthe app says that driver approval is required, you may and thenclick '3 “Enable System Extensions...".
get a popup about a system extension being “blocked”
or being “updated”. Or maybe you get no popup at all... Note:
This depends on the security settings of your system. Is the display text different? Then system extensions are already

enabled. In this case, continue with step 5.
If you get a popup, open the (2 system settings.

If you get no popup, open the system settings app,
then select privacy & security.

[ NoN ] > Privacy & Security
[ Gentch [©) screen Recording
Firmware Update Tool Signin Ll Passkeys Access for Web Browsers

with your Apple ID

. Automation
B wi-Fi o
B Bluetooth App Management
Network
{4 Developer Tools
g Notifications
Sound a Sensitive Content Warning off
Focus
Driver approval required. Please check the user manual by B Screen Time g Analytics & Improvements
clicking on the link at the bottom.
(2] General Q Apple Advertising
@ Appearance
Accessibility Security
5 Control Centre Allow applications downloaded from
© siri & spotiight Sl

© App Store and identified developers
0 Privacy & Security

Your current security settings prevent the installation of system

Retry Desktop & Dock extensions.
i 3
@ visplays Enable System Extensions...
Exit |- Wallpaper
User Manual Screen Saver k) Filevault Off
Energy Saver
0 Lockdown Mode off
g Lock Screen
) Login Password Ot

B users & Groups
EJ Extensions

W8 Passwords

[ Profiles
@ Internet Accounts
@ Game Center Advanced.. ?
[ — PP,



https://support.apple.com/en-gb/guide/security/sec7d92dc49f/web

4.2 The system will ask you to shut down in order to
change the security settingsin the recovery
environment. Click ‘4 “Shut Down".

Automation

App Manag

Sensitive Content Warning

’ To enable system extensions,
'you need to modify your security

settings in the Recovery
environment.

To do this, shut down your system, then
B sii: press and hold the Touch ID or power
tigt button to launch Startup Security Utility,
In Startup Security Utility, enable kernel
extensions from the Security Policy
button.

8 . 4

|e installation of system

Enable System Exts

Others

Exten

Profiles

4.3 Rebootyour Mac with Apple Silicon in recovery
mode by clicking “Shut Down..." via the Apple menu.
Once the Mac has shut down, keep the power button
pressed until the Mac loads the startup menu.
Select s “Options” and click “Continue”.

Big Sur Monterey Ventura Options

4.4 Openthe e “Startup Security Utility” from the
utilities menu.

.' Recovery File Edit Utilities Window

Startup Security Utility e
Terminal

Share Disk...

4.5 Selectthe macOS Version for which you are
performing the installation, and click
7 “Security Policy..." to continue.

Startup Security Utility

Select the system you want to use to set the security policy

Ventura
mac0S 13.0

o Security Policy...

4.6 Setthesecuritylevelto’s “Reduced Security” and
9 allow the user management and loading of
third-party texts.

Security Policy for “Ventura™:
Full Security

Ensures that only your current OS, or signed operating system software currently trusted by
Apple, can run. This mode requires a network connection at software installation time.

e # Reduced Security

Allows any version of signed operating system software ever trusted by Apple to run.
¥ Allow user management of kernel extensions from identified developers

Allow remote management of kernel extensions and automatic software updates

Cancel 0K

4.7 Exitrecovery mode by rebooting the computer
back to macOS. Restart your computer via the apple
menu.

" Startup Disk

Restart
Shut Down




5 Now that the security settings have been updated, start
the app again. The app will again check if the drivers
were approved. This time the drivers need to be
approved.

A “System Extension Blocked" popup should appear.
Click the button to 20 “Open System Settings”.

If no popup appears, open the system preferences app,
and then open the privacy & security preferences.

6 Inthe privacy & security preferences, make sure the
developeris “Angelbird Technologies GmbH".
Click a1 “Allow”, and enter your password as needed.

It may also show a more generic message that reads
“some system software was blocked from loading”.
In this case, after clicking allow, a list will appear and
software from each developer can be allowed
individually.

< > Privacy & Security

u Screen Recording >
Passkeys Access for Web Browsers >
[ Automation >
App Management >
Developer Tools >
Sensitive Content Warning off >
m Analytics & Improvements >
m Apple Advertising >
Security

Allow applications downloaded from
" App Store
© App Store and identified developers

System software from developer "Angelbird Technologies GmbH" was

blocked from loading.
‘\ Allow

2 FileVault Off >
1 Eneray saver. O Lockdown Mode off >
1) Login Password Others
B Users & Groups. 3 Extensions >
gl’asmrds . 5
Internet Accounts
@ Game Center Advanced.. 7.

7 The system will need to be restarted again,
soclick 12 “Restart”.

‘A restart is required before new
system extensions can be used.

Not Now | Restart !




8 Once the system has restarted, start the app again and
follow the on-screeninstructions. Now the app should
tell you to plug in the card reader and card.

Plugin the CFexpress card reader with the CFexpress
card already inserted into the computer.

Once a CFexpress card is detected, the tool shows if an
update is possible. To continue, select the card you want
to update.

Note:
When the tool has detected a card, simply follow the on-screen
instructions to complete the firmware update.

While the firmware is being updated, the card will be unsafely ejected.

Firmware Update Tool

Select Card

Please insert your card into the card reader and
connect the reader with your computer.

User Manual

Firmware Update Tool

Select Card

AV PRO CFexpress XT MK2
1320 GB

Firmware: AVX2.13
Update LT

AV PRO CFexpress
1TB

Firmware: AVX1.30
Card up to date

User Manual

9 Click 13 “Update” to proceed with the firmware update.

Firmware Update Tool

AV PRO CFexpress XT MK2
1320 GB

Firmware: AVX2.13

AV PRO XT

CFexpress B

32068

UPDATE AVAILABLE:
Version: AVX2.14

Update

Back to Card Selection

User Manual

10 If the update was successful, you see the screen as
below. Click 24 “Back to Card Selection” to go back to
the list of cards.

Firmware Update Tool

AV PRO CFexpress XT MK2
1320 GB

Firmware: AVX2.14

~ AVPROXT

Your card was successfully updated!

Back to Card Selection

User Manual




11 Close the app after your card was updated. Now the
firmware update driver and helper tool are uninstalled.
The firmware update tool will close automatically.

Note:
While unloading the driver, the connected card will be unsafely
ejected.

Firmware Update Tool

We are unloading the update driver and cleaning up.
This may take a few seconds.

User Manual

12 The Security settings can now be reset to their
previous values. This step is only needed for Macs
with Apple Silicon.

When you have any other system extension installed
which requires more permissive security settings,
you should skip restoring the security settings as
otherwise they will stop working.

For more details, see the Apple support page: click here

12.1 Firstshutdown your computer. Once turned off,
press and keep pressed the power button until
the boot menu is loaded.

12.2 Inthe boot menu, clickas “Options” to load the
recoveryOS.

Big Sur Monterey Optlons

12.3 Once the recoveryOS hasloaded, open the
16 “Startup Security Utility” from the utilities menu.

@ Recovery File Edit Utilities Window

Startup Security Utility @

Terminal
Share Disk...

12.4 Next, select the startup disk you wish to update
and click 27 “Security Policy...". Most likely, there
is only one option.

Startup Security Utility

Select the system you want to use to set the security policy

Monterey
macOS 12.3

*You have selected macOS 12.3 on the disk “Monterey."

12.5 Change the setting to 18 “Full Security” and
click “OK™.

Security Policy for “Monterey™:

® Full Security
Ensures that only your current O, or signed op y trusted by
Apple, can run. This mode req network c time.
Reduced Security

Allows a of signed operatin software ever trusted by Apple to run.

Cancel

12.6 Restartthe computerto macOS using the
Apple menu.

" Startup Disk

Restart
Shut Down



https://support.apple.com/en-gb/guide/security/sec7d92dc49f/web

Ventura instructions

The firmware tool guides you through the steps required to
check for and install firmware updates for your Angelbird
media. The supported types of media are listed on page 1.

Warning

Installing the firmware update will destroy all data on the
drive. Please ensure that you have securely backed up your
files.

THE PROCESS IS AS FOLLOWS

Ensure the card reader or SSD2GO is disconnected from
the computer.

Start the app and let it load the update driver.

Set the computer security policy to allow driver installation
(only on Macs with Apple Silicon).

Approve the update driver.

Plugin the Angelbird or RED CFexpress card reader with
the CFexpress card inside, or the SSD2GO.

Update the firmware.

1 Opentheappandclicka “Next". The app will try to
install a helper app and load the update driver.

Note:
The helper app and update driver will be automatically uninstalled
once the tool closes.

Firmware Update Tool

Welcome
Angelbird Firmware Update Tool

With the help of this tool, your CFexpress Type B
card gets updated to the latest firmware.

Installing the update requires an Angelbird
CFexpress Type B Card Reader.

Before proceeding, please make sure your card is
ejected and your card reader is unplugged.

o Learn Why

User Manual

Firmware Update Tool

We are loading the update driver.
This may take a few seconds.

User Manual

2 The entire process requires authentication several
times. Enter your computer user name and password
when, and if, prompted.

—_— CFexpress Card Firmware Update Tool is trying to
install a new helper tool.

‘@ Enter your password to allow this.

Username: angelbird

Password;l.....uuuul....ul I

Cancel Install Helper




3 Ifthe app says thatdriver approvalis required, you may
get a popup about a system extension being “blocked"
or being “updated". Or maybe you get no popup at all...
This depends on the security settings of your system.

If you geta popup, openthe ‘2 security settings.
If you get no popup, open the system settings app, then
select privacy & security.

Firmware Update Tool

Driver approval required. Please check the user manual by
clicking on the link at the bottom.

Retry

Exit

User Manual

System Extension Blocked

A program tried to load new system
extension(s) signed by *Angelbird
Technologies GmbH" but your security
settings do not allow system extensions.
To enable them, open the Security &
Privacy preference pane.

lgnore

4 This stepisonly needed for macs with Apple Silicon.

For the app to work, itis required that your system
allows the installation of system extensions.

For more details, see the Apple support page: click here

4.1 Inthe security preferences, click the unlockicon,
and thenclick '3 “Enable System Extensions...".

Note:
Is the display text different? Then system extensions are already
enabled. In this case, continue with step 5.

Privacy & Security

Q
Security

]
. = Allow applications downloaded from
App Store

Sottware Upclate ® App Store and identified developers
Available

Your current security settings prevent the installation of system
= Wi-Fi extensions.
3 Bluetooth

@ Network

e Enable System Extensions...

FileVault Turn On...
[® Notifications @ e i e

pa— t automati

%) Sound

€ Focus

R Screen Time

® ceneral

© Appearance
@® Accessibility
Q Control Center
® Siri & Spotlight

W Privacy & Security

Others

4.2 The system will ask you to shut down in order to
change the security settings in the recovery
environment. Click ‘4 “Shut Down".

W

To enable system extensions,
you need to modify your security
settings in the Recovery
environment.

To do this, shut down your system. Then
press and hold the Touch ID or power
button to launch Startup Security Utility.
In Startup Security Utility, enable kernel
extensions from the Security Policy
button.

Not Now ShutDown o

10


https://support.apple.com/en-gb/guide/security/sec7d92dc49f/web

4.3 Rebootyour Mac with Apple Siliconin recovery
mode by clicking “Shut Down..." via the Apple menu.
Once the Mac has shut down, keep the power button
pressed until the Mac loads the startup menu.
Select s “Options” and click “Continue”.

Big Sur Monterey Ventura Options

4.4 Openthe s “Startup Security Utility” from the
utilities menu.

@ Recovery File Edit Utilities Window

Startup Security Utility O

Terminal
Share Disk...

4.5 Selectthe macOS version for which you are
performing the installation, and click
7 “Security Policy..." to continue.

Startup Security Utility

Select the system you want to use to set the security policy

Ventura
macOS 13.0

o Security Policy...

4.6 Setthesecuritylevelto s “Reduced Security” and
9 allow the user management and loading of
third-party texts.

Security Policy for “Ventura™:

Full Security

o ® Reduced Security

Allows any version of signed operating system software ever trusted by Apple to run.

' Allow user management of kernel extensions from identified developers

Allow remote management of kernel extensions and automatic software updates

Cancel oK

4.7 Exitrecovery mode by rebooting the computer
back to macOS. Restart your computer via the apple
menu.

@  Startup Disk

Restart

Shut Down

5 Now that the security settings have been updated, start

the app again. The app will again check if the drivers
were approved. This time the drivers need to be approved.

A “System Extension Blocked" popup should appear.
Click the button for 20 “Open System Settings".

If no popup appears, open the system preferences app,
and then open the privacy & security preferences.

System Extension Blocked

A program tried to load new system
extansion(s) signad by “Angelbird

Technologies GmbH". You can enable
these extensions in Privacy & Security
System Settings.

OK

6 Inthe privacy & security preferences, make sure the

developeris “Angelbird Technologies GmbH".
Click a2 “Allow", and enter your password as needed.

It may also show a more generic message that reads
“some system software was blocked from loading".
In this case, after clicking allow, a list will appear and
software from each developer can be allowed
individually.

Privacy & Security

Security

Allow applications downloaded from

. with your Apple ID

Software Update
Available

App Store
# App Store and identified developers

- System software from developer "Angelbird Technologies GmbH" was
= Wi-Fi blocked from loading.

% Bluetooth

@ Network

& Notifications
@ sound
€ Focus
R Screen Time

General

‘ Lockdown Mode
) Appearance

@ Accessibility
g Cantrol Center

® Siri & Spotlight

W Privacy & Security

O Desktop & Dock
Others

11



Firmware Update Tool

7 The system will need to be restarted again,
so click 12 “Restart".

Select Card

AV PRO CFexpress XT MK2
1320 GB

AV PRO CFexpress
1TB

Firmware: AVX1.30
Card up to date

W

A restart is required before new
system extensions can be used.

Not Now Restart

User Manual

9 Click a3 “Update” to proceed with the firmware

update.
Firmware Update Tool
AV PRO CF XT MK2
8 Once the system has restarted, start the app again and 1:;3??
follow the on-screeninstructions. Now the app should Firmware: AVX2.13
tell you to plug in the card reader and card.
Plug the CFexpress card reader with the CFexpress TR

CFexpress B

card already inserted into the computer.

Once a CFexpress card is detected, the tool shows if an
update is possible. To continue, select the card you want
to update. UPDATE AVAILABLE:
Version: AVX2.14

Note:
When the tool has detected a card, simply follow the on-screen
instructions to complete the firmware update.

While the firmware is being updated, the card will be unsafely ejected.

User Manual

Update

Firmware Update Tool

Select Card

Please insert your card into the card reader and
connect the reader with your computer.

User Manual




10 Ifthe update was successful, you see the screen as
below. Click 24 “Back to Card Selection” to go back to
the list of cards.

Firmware Update Tool

AV PRO CFexpress XT MK2
1320 GB

Firmware: AVX2.14

AV PRO XT
c

Fexpress B

Your card was successfully updated!

Back to Card Selection

User Manual

11 Close the app after your card was updated. Now the

firmware update driver and helper tool are uninstalled.

The firmware update tool will close automatically.

Note:
While unloading the driver, the connected card will be unsafely
ejected.

Firmware Update Tool

We are unloading the update driver and cleaning up.
This may take a few seconds.

User Manual

12

The Security settings can now be reset to their previous
values. This step is only needed for Macs with Apple
Silicon.

When you have any other system extension installed
which requires more permissive security settings, you
should skip restoring the security settings as
otherwise they will stop working.

For more details, see the Apple support page: click here
12.1 First shutdown your computer. Once turned off,
press and keep pressed the power button until the

boot menuis loaded.

12.2 Inthe boot menu, click 25 “Options” to load the
recoveryOS.

Blg Sur Monterey Options

12.3 Once the recoveryOS has loaded, open the
16 “Startup Security Utility” from the utilities
menu.

@ Recovery File Edit Utilities Window

Startup Security Utility @

Terminal
Share Disk...

12.4 Next, select the startup disk you wish to update and
click a7z “Security Policy...". Most likely, there is only
one Option.

Startup Security Utility

Select the system you want to use to set the security policy

Monterey
macOS 12.3

You have selected ma: .3 on the disk "Monterey.”

@ Security Policy...

13
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12.5 a8 Change the setting to “Full Security” and
click “OK™.

Security Policy for “Monterey":

# Full Security
or signed operatin
network connect

Reduced Security

Allows any version of signed operating system softwares ever trusted by Apple to run.

Cancel

12.6 Restartthe computer to macOS using the
Apple menu.

" Startup Disk

Restart

Shut Down

14



Big Sur and Monterey instructions

The firmware tool guides you through the steps required to
check for and install firmware updates for your Angelbird
media. The supported types of media are listed on page 1.

Warning

Installing the firmware update will destroy all data on the
drive. Please ensure that you have securely backed up your
files.

THE PROCESSIS AS FOLLOWS

Ensure the card reader or SSD2GO is disconnected from
the computer.

Start the app and let it load the update driver.

Set the computer security policy to allow driver installation
(only on Macs with Apple Silicon).

Approve the update driver.

Plug in the Angelbird or RED CFexpress card reader with
the CFexpress card inside, or the SSD2GO.

Update the firmware.

1 Opentheappandclicka “Next". The app will try to
install a helper app and load the update driver.

Note:
The helper app and update driver will be automatically uninstalled
once the tool closes.

Firmware Update Tool

Welcome
Angelbird Firmware Update Tool

With the help of this tool, your CFexpress Type B
card gets updated to the latest firmware.

Installing the update requires an Angelbird
CFexpress Type B Card Reader.

Before proceeding, please make sure your card is
ejected and your card reader is unplugged.

e Learn Why

User Manual

Firmware Update Tool

We are loading the update driver.
This may take a few seconds.

User Manual

2 The entire process requires authentication several
times. Enter your computer user name and password
when, and if, prompted.

—_— CFexpress Card Firmware Update Tool is trying to
install a new helper tool.

@ Enter your password to allow this.

Username:  angelbird

Passwﬁrd;I....luuuul....ul I

Cancel Install Helper

15



3 Ifthe app says thatdriver approvalis required, you may
get a popup about a system extension being “blocked”
or being “updated”. Or maybe you get no popup at all...
This depends on the security settings of your system.

If you get a popup, openthe ‘2 security settings.
If you get no popup, open the system settings app, then
select privacy & security.

Firmware Update Tool

Driver approval required. Please check the user manual by
clicking on the link at the bottom.

Retry

Exit

User Manual

System Extension Blocked

A program tried to load new system
extension(s) signed by *Angelbird
Technologies GmbH" but your security
settings do not allow system extensions.
To enable them, open the Security &
Privacy preference pane.

Ignore

4 This stepisonly needed for macs with Apple Silicon.

For the app to workitis required that your system
allows the installation of system extensions.

For more details, see the Apple support page: click here

4.1 Inthe Security Preferences, click the '3 unlock
icon, and then click ‘4 “Enable System Extensions...".

Note:
Is the text different? Then system extensions are already enabled.
In this case, continue with step 5.

Security & Privacy

General FileVault ~ Firewall  Privacy

A login password has been set for this user | Change Password...
¥ Require password | minutes & after sleep or screen saver begins
Show a message when the screen is locked

« Disable automatic login

Allow apps downloaded from:
App Store
® App Store and identified developers

Your current security settings prevent the installation of Enable system extensions... o
system extensions

Advanced..  ?

4.2 The system will ask you to shut down in order to
change the security settings in the recovery
environment. Click 's “Shutdown".

To enable system extensions,
you need to modify your security
settings in the Recovery
environment.

To do this, shut down
hold the Tou:

b unch Startup
In Startup Security Utility, enable kernel
extensions from the Security Policy
button.

e Shutdown Naot Now

16
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4.3 Rebootyour Mac with Apple Siliconin recovery
mode by clicking “Shut Down..." via the Apple menu.
Don't worry, the system will automatically reboot
into the recovery environment. If nothing happens,
hold down the power button of your mac until itis
booted in recovery mode.

Click ‘e “Security Policy..." to continue.

Startup Security Utility

Select the system you want to use to set the security policy

Macintosh HD
mac0S 111

You have selected macOS 11.1 on the disk “Macintosh HD."

4.4 Setthesecuritylevelto 7 “Reduced Security” and
8 allow the loading of third-party texts.

Startup Security Utility

Security Policy for “Macintosh HD":

Full Security

Ensures that only your current OS, or signed operating system software currently trusted by
Apple, can run. This mode requires a network connection at software installation time.

Reduced Security
Allows any version of signed operating system software ever trusted by Apple to run.

e ¥ Allow user management of kernel extensions from identified developers

Allow remote management of kernel extensions and automatic software updates

Cancel

4.5 Exitrecovery mode by rebooting the computer
back to macOS. Restart your computer via the apple
menu.

Now that the security settings have been updated, start
the app again, and follow the on-screen instructions.
This time the update driver needs to be approved.

A “System Extension Blocked"” popup should appear.
Click the button for ‘e “Open Security Settings".

If no popup appears, open the system preferences app,
and then open the security & privacy preferences.

System Extension Blocked

A program tried to load new systam
extension(s) signed by “Angelbird
Technologies GmbH" but your security
eettings do not allow system extensions.
To enable them, open the Security &
Privacy preference pane.

Ignore

6 Inthe security & privacy preferences, make sure

the developeris “Angelbird Technologies GmbH".
Click the 20 unlockicon, and then click 212 “Allow”.

It may also show a more generic message that reads
“some system software was blocked from loading".

In this case, after clicking allow, a list will appear and the

software from each developer can be allowed
individually.

Security & Privacy

General FileVault  Firewall Privacy

A login password has been set for this user | Change Password...
+ Require password | 5 minutes ¢ | after sleep or screen saver begins
Show a message when the screen is locked

+ Disable automatic login

Allow apps downloaded from:
App Store
® App Store and identified developers

System software from developer “Angelbird Technologies GmbH" was
blocked from loading.

Advanced...

7 The system will need to be restarted again,

so click 22 “Restart".

A restart is required before new
system extensions can be used.

Restart Not Now

17



8 Once the system has restarted, start the app again and
follow the on-screeninstructions. Now the app should
tell you to plug in the card reader and card.

Plug the CFexpress card reader with the CFexpress
card already inserted into the computer.

Once a CFexpress card is detected, the tool shows if an
update is possible. To continue, select the card you want
to update.

Note:
When the tool has detected a card, simply follow the on-screen
instructions to complete the firmware update.

While the firmware is being updated, the card will be unsafely ejected.

Firmware Update Tool

Select Card

Please insert your card into the card reader and
connect the reader with your computer.

User Manual

Firmware Update Tool

Select Card

AV PRO CFexpress XT MK2
1320 GB

Firmware: AVX2.13
Update available

AV PRO CFexpress

1TB

Firmware: AVX1.30
Card up to date

User Manual

9 Click *3 “Update” to proceed with the firmware update.

Firmware Update Tool

AV PRO CFexpress XT MK2
1320 GB

Firmware: AVX2.13

AV PRO XT

CFexpress B

UPDATE AVAILABLE:
Version: AVX2.14

Update

Back to Card Selection

[SEEIVETE]]

10 If the update was successful, you see the screen as
below. Click 124 “Back to Card Selection” to go back to
the list of cards.

Firmware Update Tool

AV PRO CFexpress XT MK2
1320 GB

Firmware: AVX2.14

AV PRO XT

Your card was successfully updated!

Back to Card Selection

User Manual
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11 Close the app after your card was updated. Now the

firmware update driver and helper tool are uninstalled.

The firmware update tool will close automatically.

Note:
While unloading the driver, the connected card will be unsafely
ejected.

Firmware Update Tool

We are unloading the update driver and cleaning up.
This may take a few seconds.

User Manual
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